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Abstract

Thi s docunment defines a nmechanismto indicate which traffic

engi neering protocols are enabled on a link in IS1S. It does so by
i ntroducing a new traffic-engineering protocol sub-TLV for TLV-22.
Thi s docunment al so descri bes nechani sns to address backward
conpatibility issues for inplenmentations that have not yet been
upgraded to software that understands this new sub-TLV.

Requi renent s Language

The key words "MJST", "MJST NOT", "REQU RED', "SHALL", "SHALL NOT",
"SHOULD', "SHOULD NOT", "RECOWMENDED', "MAY", and "OPTIONAL" in this
docunent are to be interpreted as described in RFC 2119 [ RFC2119].

Status of This Meno

This Internet-Draft is submtted in full conformance with the
provi sions of BCP 78 and BCP 79.

Internet-Drafts are working docunents of the Internet Engineering
Task Force (I1ETF). Note that other groups may al so distribute
wor ki ng docunents as Internet-Drafts. The list of current Internet-
Drafts is at http://datatracker.ietf.org/drafts/current/.

Internet-Drafts are draft docunents valid for a maxi mum of six nonths
and nmay be updated, replaced, or obsol eted by other docunents at any
time. It is inappropriate to use Internet-Drafts as reference
material or to cite themother than as "work in progress.”

This Internet-Draft will expire on Septenber 13, 2017.
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Copyright Notice

Copyright (c) 2017 I ETF Trust and the persons identified as the
docurment authors. Al rights reserved.

This docunent is subject to BCP 78 and the | ETF Trust’s Legal
Provisions Relating to | ETF Docunents
(http://trustee.ietf.org/license-info) in effect on the date of
publication of this docunment. Please review these docunents
carefully, as they describe your rights and restrictions with respect
to this docunent. Code Conponents extracted fromthis docunent nust
include Sinplified BSD License text as described in Section 4.e of
the Trust Legal Provisions and are provided w thout warranty as
described in the Sinplified BSD License.
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1. I nt roducti on

IS-1S extensions for traffic engineering are specified in [ RFC5305].
[ RFC5305] defines several link attributes such as adm nistrative
group, maxi mum | ink bandw dth, and shared risk |link groups (SRLGs)
whi ch can be used by traffic engineering applications. Additional
link attributes for traffic engineering have subsequently been
defined in other docunents as well. Most recently [RFC7810] defi ned
link attributes for delay, |oss, and neasured bandw dth utilization.
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The primary consuners of these traffic engineering link attributes
have been RSVP-based applications that use the advertised |ink
attributes to conpute paths which will subsequently be signalled
usi ng RSVP-TE. However, these traffic engineering |link attributes
have al so been used by other applications, such as | P/ LDP fast-
reroute using loop-free alternates as described in [RFC7916]. In the
future, it is likely that traffic engineering applications based on
Segnent Routing [I-D.ietf-spring-segnent-routing] will also use these
link attributes.

Existing I S-1S standards do not provide a nechanismto explicitly

i ndi cate whether or not RSVP has been enabled on a |ink. Instead,

di fferent RSVP-TE inpl enentati ons have used the presence of certain
traffic engineering sub-TLVs in IS 1S to infer that RSVP signalling
is enabled on a given link. A study was conducted with various
vendor inplenmentations to determ ne which traffic engineering sub-
TLVs cause an inplenentation to infer that RSVP signalling is enabl ed
on a link. The results are shown in Figure 1

Fome oo e +
| TLV/ | Sub-TLV nane | I mpl emrent ati on|
| sub- TLV | e +
| | | X Y | Z |
ey e ST +
| 22 | Extended |I'S Reachability TLV | N | N | N |
| 22/ 3 | Admi ni strative group (color) | N | Y | Y

| 22/ 4 | Li nk Local / Renote 1D | N | N | N |
| 22/ 6 | 1PV4 Interface Address | N | N | N |
| 22/ 8 | 1 PV4 Nei ghbor Address | N | N | N |
| 22/ 9 | Max Li nk Bandwi dt h | N | Y | Y |
| 22/ 10 | Max Reservable Link Bandwidth] N | Y | Y |
| 22/ 11 | Unreserved Bandwi dt h | Y | Y | Y |
| 22/ 14 | Ext ended Admin G oup | N | Y | N |
| 22/ 18 | TE Default Metric | N | N | N |
| 22/ 20 | Li nk Protection Type | N | Y | Y |
| 22/ 21 | I nterface Sw tching | N | Y | Y

| | _Capability | ]
| 22/ 22 | TE Bandwi dt h Constraints | N | Y | Y |
| 22/ 33-39| TE Metric Extensions(RFC7180)] N | N | N |
| 138 | SRLG TLV | N | Y | Y |
S e e +

Figure 1. Traffic engi neering Sub-TLVs that cause inplenentation X
Y, or Zto infer that RSVP signalling is enabled on a |link

The study indicates that the different inplenmentations use the

presence of different sub-TLVs under TLV 22 (or the presence of TLV
138) to infer that RSVP signalling is enabled on a link. It is
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possi bl e that other inplenentations may use other sub-TLVs to infer
that RSVP is enabled on a |ink.

Thi s docunent defines a standard way to indicate whether or not RSVP,
segnment routing, or another future protocol is enabled on a link. In
this way, inplenentations will not have to infer whether or not RSVP
i s enabl ed based on the presence of different sub-TLVs, but can use
the explicit indication. Wen network operators want to use a non-
RSVP traffic engineering application (such as I P/LDP FRR or segnent
routing), they will be able to advertise traffic engi neer sub-TLVs
and explicitly indicate what traffic engineering protocols are
enabl ed on a |ink.

2. Mbti vati on

The notivation of this docunment is to provide a nechanismto
advertise TE attributes for current and future applications wthout
anbiguity. The follow ng objectives help to acconplish this in a
range of depl oynent scenari os.

1. Advertise TE attributes for the link for variety of applications.

2. Alowthe solution to be backward conpati ble so that nodes that
do not understand the new adverti senment do not cause issues for
exi sting RSVP depl oynent.

3. Alowthe solution to be extensible for any new applications that
need to | ook at TE attri butes.

4. Alow the TE protocol enabled on a link to be communi cat ed
unamnbi guousl y.

5. The solution should try to limt any increases to the quantity
and size of link state advertisenents.

2.1. Explicit and unanbi guous indication of TE protocol

Communi cat i ng unanbi guously which TE protocol is enabled on a link is
important to be able to share this information with other consuners

t hrough other protocols, aside fromjust the IGP. For exanple, for a
network running both RSVP-TE and SR, it will be useful to communicate
whi ch TE protocols are enabled on which links via BGP-LS [ RFC7752] to
a central controller. Typically, BG-LS relies onthe IG to
distribute I GP topology and traffic engineering information so that
only a few BGP-LS sessions with the central controller are needed.

In order for a router running a BGP-LS session to a central

controller to correctly communi cate what TE protocols are enabl ed on
the links in the GP domain, that information first needs to be
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2.

3.

3.

comuni cat ed unanbi guously within the IGP itself. As Figure 1
illustrates, that is currently not the case.

2. Limt increases in link state adverti senents

Over the years, the size of the networks running IS-1S has grown both
in ternms of the total nunmber of nodes as well as the nunmber of |inks
i nterconnecting those nodes. 1S-1S has proven to be quite scal abl e,
running in very |large networks to sinmultaneously support routing of

I Pv4 and I Pv6 traffic, as well as the distribution of MPLS traffic
engi neering information. Wth the advent of cloud scal e conputing,
we expect the demands placed on IS-1S by network operators to
continue to grow as networks becone |arger and nore richly
interconnected. If we expect IS-1Sto continue to scale to neet this
chal l enge, then as we evolve I1S-1S, we should be careful to limt the
increases in both the quantity and size of link state advertisenents
to the anbunt necessary to solve the problemat hand. The sol ution
described in this draft attenpts to do that.

Sol ution
1. Traffic-engineering protocol sub-TLV

A new Traffic-engineering protocol sub-TLV is added in the TLV 22

[ RFC5305] or TLV 222 to indicate the protocols enabled on the |ink.
The sub-TLV has flags in the value field to indicate the protocol
enabled on the link. The length field is variable to allow the flags
field to grow for future requirenents.

Type : TBD suggested val ue 40

Length: Vari abl e

Val ue :
0 1 2 3
01234567890123456789012345678901
R e i T S S S il R SR S S e S ek it S i e S s
| Fl ags |
B i S I T T s S S g Tl it s O

Figure 2: Traffic-Engi neering Protocol sub-TLV
Type : TBA (suggested val ue 40)

Length: variable (in bytes)

Hegde, et al. Expi res Septenber 13, 2017 [ Page 5]



I nternet-Draft Advertising TE protocols in IS IS March 2017

Val ue: The value field consists of bits indicating the protocols
enabl ed on the link. This docunent defines the two protocol val ues

bel ow.
N o m e +
| Val ue | Protocol Nane |
N o m e aiaoiaoo-- +
| 0x01 | RSVP |
Fomm e m oo oo o e e e e e e e e oo +
| O0x02 | Segnment Routing |
N o m e +

Figure 3: Flags for the protocols

The RSVP flag is set to one to indicate that RSVP-TE is enabled on a
link. The RSVP flag is set to zero to indicate that RSVP-TE i s not
enabl ed on a |ink.

The Segnment Routing flag is set to one to indicate that Segnent
Routing is enabled on a link. The Segnment Routing flag is set to
zero to indicate that Segnent Routing is not enabled on a |ink.

Al'l undefined flags MJST be set to zero on transmt and ignored on
receipt.

An i nplenentation that supports the TE protocol sub-TLV and sends TLV
22 MUST advertise the TE protocol sub-TLV in TLV 22 for that link
even when both the RSVP and SR flags are set to zero. In other

wor ds, whenever the TE protocol sub-TLV is supported, it MJST be
sent, even if no TE protocols are enabled on the link. This allows a
receiving router to determ ne whether or not the sending router is
capabl e of sending the TE protocol sub-TLV.

A router supporting the TE protocol sub-TLV which receives an
advertisenment for a link containing TLV 22 with the TE protocol sub-
TLV present SHOULD respect the values of the flags in the TE protocol
sub-TLV. The receiving router SHOULD only consider links with a

gi ven TE protocol enabled for inclusion in a path using that TE
protocol. Conversely, links for which the TE protocol sub-TLV is
present, but for which the TE protocol flag is not set to one, SHOULD
NOT be included in any TE CSPF conputations on the receiving router
for the protocol in question.

However, if the SR protocol flag is set to zero on a |ink but the

adj acency-sids are advertised for that |ink, applications MAY use the
adj acency-sid for other purposes, for exanple OAM
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The ability for a receiving router to determ ne whether or not the
sending router is capable of sending the TE protocol sub-TLV is also
used for backward conpatibility as described in Section 4.

An inplenentation that supports the TE protocol sub-TLV SHOULD be
able to advertise TE sub-TLVs w thout enabling RSVP-TE signalling on
t he |ink.

4. Backward conpatibility

Routers runni ng ol der software that do not understand the new
Traffic-Engi neering protocol sub-TLV will continue to interpret the
presence of sone sub-TLVs in TLV 22 or the presence of TLV 138 as
meani ng that RSVP is enabled a |ink. A network operator may not want
to or be able to upgrade all routers in the domain at the same tine.
There are two backward conpatibility scenarios to consider depending
on whether the router that doesn’t understand the new TE protocol
sub-TLV is an RSVP-TE ingress router or an RSVP-TE transit router.

4.1. Scenario with upgraded RSVP-TE transit router but RSVP-TE ingress
router not upgraded

An upgraded RSVP-TE transit router is able to explicitly indicate
that RSVP is not enabled on a link by advertising the TE protocol
sub-TLV with the RSVP flag set to zero. However, an RSVP-TE ingress
router that has not been upgraded to understand the new TE protocol
sub-TLV wi || not understand that RSVP-TE is not enabled on the |ink,
and may include the Iink on a path conputed for RSVP-TE. Wen the
network tries to signal an explicit path LSP usi ng RSVP-TE t hrough
that Iink, it will fail. |In order to avoid this scenario, an
operator can use the nechani sm descri bed bel ow.

For this scenario, the basic idea is to use the existing

adm nistrative group link attribute as a neans of preventing existing
RSVP i npl enmentations fromusing a link. The network operator defines
an admnistrative group to nean that RSVP is not enabled on a |ink.
We call this adm n group the RSVP-not-enabled adm n group. |If the
operator needs to advertise a TE sub-TLV (maxi num |ink bandw dth, for
exanple) on a |ink, but doesn’t want to enable RSVP on that Iink,
then the operator al so advertises the RSVP-not-enabled adm n group on
that link. The operator can then use existing nechanisns to excl ude
i nks advertising the RSVP-not-enabled adm n group fromthe
constrai ned shortest path first (CSPF) conputation used by RSVP.

This will prevent RSVP inplenentations fromattenpting to signal
RSVP- TE LSPs across links that do not have RSVP enabled. Once the
entire network domain is upgraded to understand the TE protocol sub-
TLV in this draft, the configuration involving the RSVP-not-enabl ed
admn group is no | onger needed for this network.
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4.2. Scenario with upgraded RSVP-TE ingress router but RSVP-TE transit
router not upgraded

The other scenario to consider is when the RSVP-TE ingress router has
been upgraded to understand the TE protocol sub-TLV, but the RSVP-TE
transit router has not. In this case, the transit router has not
been upgraded, so it is not yet capable of sending the TE protocol
sub-TLV. |If the transit router has RSVP-TE enabled on a |link, we
woul d i ke for the RSVP-TE ingress router to still be able to use the
link for RSVP-TE paths. Wile it is possible to describe a solution
for this scenario that nakes use of adm nistrative groups, we
describe a sinpler solution bel ow

The solution for this scenario relies on the follow ng observation.
If the RSVP-TE ingress router can understand that the transit router
is not capable of sending the TE protocol sub-TLV, then it can
continue inferring whether or not RSVP-TE is enabled on the transit
router |inks based on the presence of TE sub-TLVs, just as it does

t oday.

To acconplish this, we require an upgraded router to send the TE
protocol sub-TLV if it sends TLV 22, even when both the RSVP and SR
flags are set to zero. |In other words, whenever the TE protocol sub-
TLV is supported, it MJIST be sent, even if no TE protocols are
enabled on the link. see Section 3. This allows the receiving
router to interpret the absence of the TE-protocol sub-TLV together
with presence of TLV 22 to nean that the sending router has not been
upgraded. This allows the upgraded RSVP-TE ingress router to

di stingui sh between transit routers that have been upgraded and those
that haven’'t. \Wien the transit router has been upgraded, then the
RSVP- TE i ngress router uses the information in the TE protocol sub-
TLV. Wen the transit router has not been upgraded, then RSVP-TE
ingress router contines to infer whether or not RSVP-TE is enabl ed on
the transit router |inks based on the presence of TE sub-TLVs, just
as it does today. The solution for this scenario requires no
configuration on the part of network operators.

4.3. Need for a long term solution

The use of the adm nstrative group link attribute to prevent an RSVP-
TE ingress router fromconputing a path using a given link is an
effective short termworkaround to allow networks to increnentally
upgrade the routers to software that understands the new TE- protocol
sub-TLV. One might also consider a long termsolution based solely
on the use of operator-defined adm nstrative groups to comuni cate
the TE protocol enabled on a link. However, we do not consider this
wor karound to be an effective long termsolution because it relies on
operator configuration that would have to be maintained in the | ong
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8.

term As discussed in Section 2, continuing to have to infer which
TE protocol is enabled on a link also limts our ability to

comuni cate this information unanbi guously in an interoperabl e manner
for use by other applications such as central controllers.

Security Considerations

Thi s docunent does not introduce any further security issues other
t han those discussed in [RFC1195] and [ RFC5305].

| ANA Consi der ati ons

This specification updates one IS-1S registry:

The extended IS reachability TLV Registry
i) Traffic-engineering Protocol sub-tlv = Suggested val ue 40
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